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Abstract. We present recent developments on the foundations of isogeny-based cryptography.
Isogeny-based cryptography relies on the presumed hardness of computational problems of the

following kind: given two (supersingular) elliptic curves, find a non-zero morphism between
them (an isogeny). Many flavors of such isogeny problems have been introduced and used in

cryptographic applications. We will review the main variants, and present the latest compu-

tational equivalences between them. In particular, it was recently proved that the problem
of finding one endomorphism (an isogeny from a curve to itself) is as hard as the problem of

finding all endomorphisms. This result has consequences on the security of the SQIsign digital

signature scheme and on the fastest known algorithms to solve isogeny problems.
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